
 
CHAPTER 10 WHITE-COLLAR AND ORGANIZED CRIME  259

individual. The U.S. Supreme Court held that 
the federal identity theft statute requires that 
a defendant know that the “means of identi-
fication” he or she transfers, possesses, or uses 
belongs to “another person.” Flores-Figueroa, 
as a result, could not be held liable for identity 
theft under federal law.35

State courts have overturned convictions 
on the grounds that the identification numbers 
did not belong to another person. The Kansas 
statute K.S.A. 2000 Supp. 21-4018 requires that 
a defendant “obtain, possess, transfer, use, or 
attempt to obtain the identification documents 
or personal identification numbers of ‘another 
person.’” This would occur, for example, when a 
defendant “‘took’ another person’s social secu-
rity number and used that number when apply-
ing for a credit card or bank account.” In City of 
Liberal, Kansas, v. Vargas, Juan Vargas purchased 
a Missouri identification and a Social Security 
card belonging to Guillermo Hernandez. He 
was acquitted because there was no evidence 
that Hernandez was a real person whose iden-
tity had been stolen.36

ACCESS DEVICE FRAUD
The spread of credit cards, debit cards, ATM 
cards, PINs, and other means of gaining access 
to money, goods, and services has led states to adopt statutes on access device fraud. The 
Pennsylvania statute, § 4106, prohibits the use of an access device to obtain or to attempt to 
obtain property or services, knowing that the device is “counterfeit, altered or incomplete,” 
that the device was issued to another person who has not authorized the use, or that the device 
has been revoked or canceled. The statute also makes criminal the sale, transfer, or possession  
of “altered” or “counterfeit” access devices. An unlawful transaction valued at more than $500 is 
a felony.

MONEY LAUNDERING
Individuals involved in criminal fraud or drug or vice transactions confront the problem of 
accounting for their income. These individuals may want to live a high-profile lifestyle and buy a 
house or automobile that they cannot afford based on the income reported on their tax forms. An 
obvious gap between lifestyle and income may attract the attention of the IRS or law enforcement. 
How can individuals explain their ability to purchase a million-dollar house when they report an 
income of only $30,000 a year? Where did the cash come from that they used to buy the house? 
Bank regulations require that deposits of more than $10,000 be reported by the bank to the federal 
government. How can individuals explain to government authorities the source of the $50,000 
that they deposit in a bank?

The solution is money laundering. This involves creating some false source of income that 
accounts for the money used to buy a house, purchase a car, or open a bank account. This typi-
cally involves schemes such as paying the owner of a business in cash to list a drug dealer as an 
employee of the individual’s construction business. In other instances, individuals involved in 
criminal activity may claim that their income is derived from a lawful business such as a restaurant. 
The federal laundering statute, 18 U.S.C. §§ 1956 and 1957, is intended to combat the “washing” 
of money by declaring that it is criminal to use or transfer illegally obtained money or property. 

State Rate

Florida 186.3

Washington 154.8

Oregon 124.6

Missouri 118.7

Georgia 112.7

Michigan 104.3

California 100.5

Nevada 100.2

Arizona 96.0

Maryland 95.9

Texas 95.9

National Rate = 104.3

Table 10.1  Top Ten* States for Identity Theft 
Complaints in 2014 per 100,000 Population

Source: Kathleen O’Leary Morgan and Scott Morgan, eds. State Rankings 2016: 
A Statistical View of America. Thousand Oaks, CA: CQ Press, 2016, p. 56.

* Eleven are included due to the two-way tie of Maryland and Texas.


