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In 2003, in Lawrence v. Texas, the Supreme Court called in doubt the historical analysis in 
Bowers. The Court noted that only thirteen states currently prohibited sodomy and that in these 
states there is a “pattern of nonenforcement with respect to consenting adults in private.”68 The 
Court held that the right to privacy includes the fundamental right of two consenting males to 
engage in sodomy within the privacy of the home.

2.4 The plaintiffs allege that the 
Florida law requiring motorcyclists 
to wear helmets violates their 

right to privacy under the U.S. Constitution. Are they cor-
rect? See Picou v. Gillum, 874 F.2d 1519 (11th Cir. 
1989).

You Decide

You can find the answer at study.sagepub.com/lippmaness2e

The Right to Privacy and the Fourth Amendment
The right to privacy is the philosophical basis of the Fourth Amendment protection of indi-
viduals’ homes, papers, persons, and effects from “unreasonable searches and seizures” conducted 
without a search warrant founded on probable cause. In the famous case of Katz v. United States, 
Katz was suspected of using phones in two public phone booths to transmit unlawful interstate 
gambling information. The government without obtaining a search warrant placed a recording 
device on the phone booths and recorded Katz’s conversations about gambling on college foot-
ball. Katz’s conviction for transmitting gambling information was overturned. The Supreme Court 
reasoned that when Katz shut the door of the phone booth and carried on his conversations he 
expressed a reasonable expectation of privacy and that what an individual “seeks to preserve as 
private, even in an area accessible to the public,” merits constitutional protection. When the gov-
ernment undertakes a search and seizure that impedes on an individual’s expectation of privacy, it 
is required to obtain a warrant from a judicial official that strictly limits the extent of the search. 
FBI agents in Katz improperly decided on their own whether and how long to listen to Katz’s con-
versations. Note that the Supreme Court in Katz clarified that our words as well as physical objects 
and our persons are protected under the Fourth Amendment.69

The Fourth Amendment is at the core of the contemporary debates about technology. The 
U.S. Supreme Court in United States v. Jones held that law enforcement unconstitutionally attached 
a GPS to the automobile of a suspected drug trafficker without a valid search warrant and mon-
itored his movements for twenty-eight days. Justice Samuel Alito noted that the government’s 
surveillance of Jones violated his reasonable expectation of privacy because the twenty-eight-day 
warrantless surveillance could potentially reveal the most intimate aspects of Jones’s life. A person 
who knows all of another person’s travels “can deduce whether he is a weekly church goer, a heavy 
drinker, a regular at the gym, an unfaithful husband, an outpatient receiving medical treatment, 
an associate of particular individuals or political groups—and not just one such fact about a per-
son, but all such facts.”70 The Court also has held that a search warrant is required to search the 
smartphone of an arrestee.71 In Kyllo v. United States, government agents suspected that Danny 
Kyllo was growing marijuana using high-intensity lamps. The agents without a search warrant 
aimed a thermal-imaging device at Kyllo’s home. Based on the results from the thermal imaging 
and other evidence, the agents obtained a search warrant to search Kyllo’s home and seized one 
hundred marijuana plants. The government argued that a search warrant was not required because 
the thermal-imaging device measured heat emitted outside of the home that had no expectation of 
privacy. However, the late Justice Antonin Scalia concluded that the Fourth Amendment provides 
a high expectation of privacy to the home and that where the government uses a device that is not 
in general public use to explore details of the home that would have previously been unknown 
without a physical intrusion the government is required to obtain a search warrant before invading 
the privacy of a homeowner.72

The tension between privacy and the social interest in criminal investigation and detection 
arose when the FBI obtained a court order requiring Apple to help “unlock” the phone used by 
Syed Farook, one of the attackers who killed fourteen people in San Bernardino, California. The FBI 
argued that this information was essential to determine whether other individuals were involved 


