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Analysts responsible for assessing the capabilities of an air defense net-
work, a competing commercial firm or alliance, or a narcotics production and 
distribution network must take a network view. As an example, intelligence 
organizations concerned with the balance of power in the Middle East some-
times look at Syria, Saudi Arabia, Iran, and Iraq separately. Yet no assessment 
of the future of the Middle East should ignore the continuing tensions among 
them—the constraining effects of past hostilities on any country’s likely future 
actions and the opportunities that they provide for opponents. These indi-
vidual countries are part of a larger target network bound by ties of mutual 
mistrust and suspicion.

It is also important to look at both sides as networks. It may be easier, 
especially in a bureaucracy, to see the opponent’s side as a network than to see 
that one’s own intelligence assets form a network and fully exploit its strengths. 
The collaborative, collector-analyst-customer target-centric approach creates 
an effective network to deal with the opposing network. Figure 1-5 shows the 
example of a cocaine supply target network and some components of the op-
posing (that is, U.S. and Colombian) intelligence customer network. As the 
figure indicates, it makes sense that U.S. law enforcement would target the 
transportation and distribution infrastructure, because much of that infra-
structure is located within U.S. borders. U.S. law enforcement would not 
normally be able to target the cartel leadership in Colombia. Colombian law 
enforcement, on the other hand, could target both the cartel leadership and its 
transportation and distribution infrastructure, but it would probably find the 
leadership a more profitable target. The customer network shown in the figure 
is far from complete, of course; it might include political leadership in the 
United States and Colombia, for example, or regional and European govern-
ment entities concerned about the cocaine trade.

John Arquilla and David Ronfeldt of RAND Corporation described the 
network target in their discussion of the impact of new communications and 
information technologies on military structures, doctrines, and strategies. They 
coined the term netwar and defined it as a form of information-related conflict, 
in which opponents form networks. Specifically, Arquilla and Ronfeldt use the 
term to describe the “societal struggles” that make use of new technologies.15 

Figure 1-4  Netwar Competition: Network Versus Network
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