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during tests, which is sometimes called telemetry intelligence (TELINT). Finally, 
SIGINT can refer to the pickup of electronic emissions from modern weapons 
and tracking systems (military and civil), which are useful means of gauging 
their capabilities, such as range and frequencies on which systems operate. 
This is sometimes referred to as ELINT (electronic intelligence) but is more 
customarily referred to as FISINT (foreign instrumentation signals intelligence).

The ability to intercept communications is highly important, because it 
gives insight into what is being said, planned, and considered. It comes as 
close as one can, from a distance, to reading the other side’s mind, a goal that 
cannot be achieved by imagery. Reading the messages and analyzing what they 
mean is called content analysis. Tracking communications also gives a good 
indication and warning. As with imagery, COMINT relies to some degree on 
the regular behavior of those being collected against, especially among military 
units. Messages may be sent at regular hours or regular intervals, using known 
frequencies. Changes in those patterns—either increases or decreases—may be 
indicative of a larger change in activity. Monitoring changes in communications 
is known as traffic analysis, which has more to do with the volume and 
pattern of communications than it does with the content. (See box, “SIGINT 
Versus IMINT.”) Traffic analysis is now called geospatial metadata analysis, 
emphasizing the importance of pinpointing the location of the signal as a 
means of attacking the sender or recipient, if necessary. One other important 
aspect of COMINT is that it provides both content (what is being said) and 
what might be called texture, meaning the tone, the choice of words, the accent 
(such as when distinguishing one type of French or Spanish or Arabic speaker). 
Texture is like listening to the tone or watching the facial expression of a 
speaker. This can tell you as much—or sometimes more—as the words.

SIGINT Versus IMINT

An NSA director once made a distinction between IMINT—now 
called GEOINT—and SIGINT: “IMINT tells you what has happened; 
SIGINT tells you what will happen.”

While an exaggeration—and said tongue in cheek—the statement 
captures an important difference between the two collection 
disciplines.

COMINT has some weaknesses. First and foremost, it depends on the 
presence of communications that can be intercepted. If the target goes silent or 
opts to communicate via secure landlines instead of through the air, then the 
ability to undertake COMINT ceases to exist. Perhaps the landlines can be tapped, 




