
232  Part III  Securing the Homeland

Assignment

1.	 Describe the exercise (purpose, scenario).

2.	 What do you think is the appropriate role, if any, for intelligence in developing the 
exercise scenario?

3.	 What organizations develop and provide this intelligence? What “INTs” do you 
think they use to collect raw information?

4.	 Who are the major participants (you can use categories)?

5.	 What intelligence do you think each participant needs to achieve success in its role?

6.	 What organizations develop and provide this intelligence? What “INTs” do you 
think they use to collect raw information?

7.	 What are the key recommendations drawn from the exercise?

8.	 What is the role of intelligence in meeting each recommendation?

9.	 What organizations should develop and provide this intelligence?

of them.20 Similarly, the financial sector holds its own exercise series called 
Quantum Dawn, and has published results for its 2013 exercise.21

You will be divided into four teams. Each team will prepare an 8- to 10-page 
paper covering all nine issues listed below.

NOTES

	 1.	 The U.S. government (NSPD-54/HSPD-23) defines cyberspace as the interde-
pendent network of information technology infrastructures, and includes the Internet, 
telecommunications networks, computer systems, and embedded processors and con-
trollers in critical industries. Common usage of the term also refers to the virtual 
environment of information and interactions between people.

	 2.	 White House, Cyberspace Policy Review: Assuring a Trusted and Resilient Infor-
mation and Communications Structure, http://www.whitehouse.gov/assets/documents/
Cyberspace_Policy_Review_final.pdf.

	 3.	 White House, Office of the Press Secretary, Presidential Policy Directive 21: Critical 
Infrastructure Security and Resilience, February 12, 2013, http://www.fas.org/irp/offdocs/
ppd/ppd-21.pdf.

	 4.	 James R. Clapper, Worldwide Threat Assessment of the U.S. Intelligence Commu-
nity, March 12, 2013, http://www.intelligence.senate.gov/130312/clapper.pdf; January 




