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Intelligence Support for Recovery
Unlike the respond mission, recovery programs begin in earnest well after 

the disaster, and so they do not rely heavily on intelligence to support situa-
tional awareness during an attack or to make training and exercises more real-
istic. In fact, the recovery framework is the only preparedness area in which 
the director of national intelligence and the Intelligence Community are not 
formal participants in either framework development or any of the Recovery 
Support Function working groups.

On the other hand, threat intelligence is needed to conduct recovery plan-
ning by all levels of government, NGOs, the private sector, and even the pub-
lic. Recovery, like response, relies fundamentally on the risk-management 
process to identify an optimal set of mitigation capabilities and assets that 
could be purchased to buy down risk. As we saw in discussing the response 
framework, risk management, in turn, is based on the Strategic National Risk 
Assessment as the guide for development of the threat scenarios used in 
national preparedness planning. So even in the 
recover mission, threat intelligence as embod-
ied in the National Planning Scenarios is a key 
input into the quantitative models used to esti-
mate the damage caused by terrorism-related 
planning scenarios.

DHS intelligence and infrastructure pro-
tection analysts in the Homeland Infrastruc
ture Threat and Risk Analysis Center and 
especially the Office of Infrastructure Protec
tion are directly involved in some of the gov-
ernment’s recovery modeling efforts, many of 
which are conducted by the National Infrastructure Simulation and Analysis 
Center (see Chapter 7). Further, most of the critical infrastructure sector-
specific Information Sharing and Analysis Centers also conduct some recov-
ery planning and have access to the 15 National Planning Scenarios 
discussed in the response area. Many of the actual steps taken to prepare for 
recovery overlap those recommended for mitigation and protection. It is not 
clear, however, whether smaller private-sector companies, NGOs, and the 
public receive the threat/hazard information (intelligence) they need to con-
duct and invest in preparations for recovery beyond obvious steps such as 
buying insurance.

RESEARCH ISSUE

Recovery is more or less difficult 
depending on the nature of the 
attack. Which of the National 
Planning Scenarios do you think 
would require the most recovery 
planning? Why?




