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The Maritime Security ISAC, is a non-profit, member driven organization representing 
ocean carriers, cruise lines, port facilities and terminals, logistics providers, importers, 
exporters and related maritime industries throughout the world. Our mission is to 
advance the security of the United States and the international maritime community by 
representing maritime interests before government bodies; acting as liaison between 
industry and government; disseminating timely information; encouraging and assisting in 
the development of industry-specific technologies; and convening educational and infor-
mational conferences for our membership and government partners.

The Multi-State Information Sharing and Analysis Center (MS-ISAC) is a collaborative 
state and local government-focused cyber security entity that is significantly enhancing 
cyber threat prevention, protection, and response and recovery throughout the states of 
our nation. The mission of the MS-ISAC is to provide a common mechanism for raising 
the level of cyber security readiness and response in each state/territory and with local 
governments. The MS-ISAC provides a central resource for gathering information on 
cyber threats to critical infrastructure and providing two-way sharing of information 
between and among the states, territories and with local government.

The Nuclear Energy Institute (NEI) is the policy organization of the nuclear energy 
and technologies industry and participates in both the national and global policy-
making process. NEI’s objective is to ensure the formation of policies that promote the 
beneficial uses of nuclear energy and technologies in the United States and around 
the world.

The PT-ISAC is a trusted, sector-specific entity which provides to its constituency a 24/7 
Security Operating Capability that established the sector’s specific information/intelli-
gence requirements for incidences, threats and vulnerabilities. Based on its sector-focused 
subject matter analytical expertise, the ISAC then collects, analyzes, and disseminates 
alerts and incident reports. It provides to its membership and helps the government 
understand impacts for their sector. It provides an electronic, trusted ability for the mem-
bership to exchange and share information on all threats, physical and cyber, in order to 
defend public transportation systems and critical infrastructure. This includes 
analytical support to the Government and other ISACs regarding technical sector details 
and in mutual information sharing and assistance during actual or potential sector dis-
ruptions, whether caused by intentional or natural events.

Since the World Trade Center Attacks in September 2001, high-profile office properties, 
apartment buildings, shopping malls and hotels all have been identified as potential 
terrorist targets at one time or another. In response, industry organizations have worked 
with government officials to prevent, detect and respond to terrorist threats and mali-
cious incidents. The Real Estate ISAC, a not-for-profit organized by The Real Estate 
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