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Figure 8.5 ▸ Support for Homeland Security: Criminal Cybersecurity
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In 2008, the NCIJTF was designated the focal point for all government 
agencies to coordinate, integrate, and share information related to all domestic 
cyber threat investigations. The FBI is responsible for supporting the joint task 
force, which includes 18 intelligence agencies and law enforcement. Its goal is 
to predict (intelligence) and prevent (law enforcement) the cyber threat hori-
zon and to pursue the enterprises behind cyber attacks.

The NCIJTF investigates and prosecutes terrorists, spies, and criminals 
who seek to exploit cyber systems. Because they act globally across many 
jurisdictions, collaboration at the NCIJTF is critical to ensure that all legal 
means and resources available are used to track and take action against these 
cyber threats. The NCIJTF also goes after cyber threats domestically—
whether the perpetrators physically reside in the United States or attack com-
puters inside our country from abroad. The NCIJTF maintains partnerships 
with industry and the private sector to raise threat awareness and identify 
emerging dangers.




