
70  Part I  U.S. Homeland Security and U.S. Intelligence

National Network Strengths
National Network Areas for 
Improvement

100% (72) of fusion centers had access to 
subject matter experts (SME) within their 
area of responsibility (AOR), in relevant 
multidisciplinary fields, to help inform analytic 
production [COC 2]

97.2% (70) of fusion centers had access to 
multidisciplinary SMEs outside of their state 
to help inform analytic production [COC 2]

100% (72) of fusion centers had a mechanism 
to disseminate NTAS alerts to stakeholders 
within their AOR [COC 3]

79.2% (57) of fusion centers had a final, 
approved plan, policy, or standard operating 
procedure (SOP) governing the procedures 
for the timely dissemination of products to 
customers within their AOR [COC 3]

95.8% (69) of fusion centers were able 
to notify DHS of protective measures 
implemented within their AOR in response to 
NTAS alerts [COC 4]

87.5% (63) of fusion centers had a process 
for identifying and managing information 
needs [COC 4]

100% (72) of fusion centers had a privacy 
policy determined by DHS to be at least as 
comprehensive as the Information Sharing 
Environment (ISE) Privacy Guidelines [EC 1]

100% (72) of fusion centers had policies, 
processes, and mechanisms for receiving, 
cataloging, and retaining information 
(provided to the center) that comply with 28 
CFR Part 23 [EC 1]

100% (72) of fusion centers trained all 
personnel who access criminal intelligence 
systems in 28 CFR Part 23 [EC 1]

84.7% (61) of fusion centers participated in 
exercises at least on an annual basis [EC 2]

87.5% (63) of fusion centers had a 
designated Public Information or Public 
Affairs Officer [EC 3]

97.2% (70) of fusion centers had a 
designated Security Liaison [EC 4]

52.8% (38) of fusion centers 
contributed to national-level risk 
assessments [COC 2]

52.8% (38) of fusion centers had a 
plan, policy, or SOP that addresses 
dissemination of NTAS alerts to 
stakeholders within their AOR [COC 
3]

30.6% (22) of fusion centers had 
a process for verifying the delivery 
of products to intended customers 
[COC 3]

62.5% (45) of fusion centers had 
an approved, documented process 
governing the management of 
requests for information (RFI) [COC 4]

54.2% (39) of fusion centers had 
approved standing information needs 
(SIN) [COC 4]

23.6% (17) of fusion centers had a 
final, approved P/CRCL outreach plan 
[EC 1]

48.6% (35) of fusion centers had an 
approved strategic plan [EC 2]

41.7% (30) had an approved 
communications plan [EC 3]

61.1% (44) of fusion centers’ Security 
Liaisons completed training on how 
to use the Central Verification System 
(CVS) [EC 4]
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