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loosely on actual cases) are used to provide hands-on perspective of what an 
intelligence product tailored to a customer’s information needs looks like.

By the end of this book, the student or professional will have a thorough and 
in-depth picture of who in the intelligence enterprise is providing support to each 
homeland security customer and what that intelligence support should look like.

It is worth noting what this book is not. It is not a textbook on U.S. intelli-
gence. We do look at today’s U.S. Intelligence Community, producer–consumer 
relations, and the content of intelligence reports, but the book does not address 
the complex, internal dynamics of intelligence collection and analysis.1 It also 
is not a critique of the existing structures or organizations, with suggestions on 
how they could be made better. But where there are widespread criticisms, 
those will be reported.

Finally, the scope of this book is limited to what DHS terms “adversarial/
human-caused threats” (see Figure I.2), particularly terrorism and cyber 
attacks, the two most dynamic areas of homeland security, where intelligence 
plays a dominant role in meeting and defeating threats.

As such, it does not address threats that are not susceptible to intelligence 
analysis. For example, frequency and hazard analyses, rather than intelligence, 

Figure I.1 ▸ Intelligence Support to Homeland Security: The Enterprise
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