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intelligence sharing is reserved for 
classified documents. To reduce the 
likelihood that the information will 
find its way back to bad actors, the 
reports are usually categorized as 
“For Official Use Only” or “Law 
Enforcement Sensitive,” but these are 
handling instructions rather than 
national security classifications. 
Unfortunately, many of these reports find their way onto the Internet as “public 
intelligence” but are not sent directly to the CI owners and operators who have a 
legitimate need for them. Further, because these reports are not classified, they 
do not get reviewed and “declassified” in a systematic fashion, as prescribed by 
law for documents carrying national security classifications.

RESEARCH ISSUE

Should the “For Official Use Only” docu-
ments handling requirement be removed 
after a reasonable time period—say, 3 or 4 
years? Why or why not?

Federal Law Enforcement and CI Protection— 
The InfraGard Program

For years, the FBI has been reaching out to businesses at the local level through its 
InfraGard Program to help protect CI, including the cyber realm, as seen in this pre-9/11 
press release.

Excerpt: The FBI and the National Infrastructure 
Protection Center Introduce the National InfraGard 
Program14

The Federal Bureau of Investigation and the National Infrastructure Protection Center 
(NIPC), located at FBI Headquarters, introduced today [January 6, 2001] the National 
InfraGard Program to the public.

The National InfraGard Program began as a pilot project in 1996, when the Cleveland FBI 
Field Office asked local computer professionals to assist the FBI in determining how to better 
protect critical information systems in the public and private sectors. From this new partner-
ship, the first InfraGard chapter was formed to address both cyber and physical threats.
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